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GOV STACK FRAMEWORK

GoVvVPNG Tech Stack
Implementation Framework

A national framework to guide
the use of technology therefore
enable a digital government for
Papua New Guinea

Developing an Inclusive
iImplementation framework to
which all stakeholders can
participate
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n eGovernment Portals

single window online platforms that provide
one point of access to selected G2C, G28B,
and G2G services.

B G2C Digital Services

digital services  piovided by various
government bodies to citizens and
businesses

n Digitalization

Building Blocks

modular services. that each perform a
specific function enabling scalability, easy
maintenance, and fast deployment to

support digital services and eCovernment
Online Portal functions.

Communication
Platforms

Shared Communication Systems and
Services primarily for Government-2-
Government Services

E Hosting Platforms

Cloud-based  government  data  and
ions hosting p

n Cybersecurity &
Governance

Standards, Regulations, and procedures that
govern the use of technology within the
government. This includes protecting
gavomment systems, networks, and data
om cyber threats.

implementing agencies

« tech & innovation subsidiary required
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CYBER RESILIENCE FRAMEWORK

Creating a national cyber resiliant econamy through
identifying what can be harmed online or digitally {e-Services,
citizens, digital infrastructure, information, and data) and
implementing cybersecurity & cyber safety measures and
Processes across.

Mational Cyber Coordinating Center
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